
Target Industry
Federal Government
State & Local Government

Pain points

The public sector must use government-approved vendors, 
certification and accreditation are required to compete in the 
market

IT industry needs to enforce high-security standards which 
causes user experience problems, and consequently leads the 
end users to adopt  non-validated solutions such as a box account 

Government agencies often need to work on a very tight budget 

Discovery questions

Do you require US NIAP Common Criteria, FIPS 140-2, 
MDM PP 1.1 or TLS 1.2 certifications to work in your secure 
environment? 

Are you looking for a solution that will allow you to 
securely operate your device in an offline environment? 

Does your solution and hardware provider offer services 
including  technical support, maintenance and operation of 
the devices as well as the applications as a package? 

Trend and overview of 
Government Mobile 
Security

As the number of workplace 
mobile devices grows, 
safeguarding sensitive data is 
harder than ever before.

Samsung Secure Mobility Suite 
for Government - Public edition 
satisfies the international 
standard for Common Criteria 
(CC) by allowing admins to 
centrally manage workforce 
access and protect data with 
next-generation security 
protocols. The results? More 
effective, consistent device 
management across your 
organization, and tighter data 
security.

Maintenance & Support
Integration & Installation
App Development and Customization
Device Provisioning & Customization

Devices ServicesSoftware
Secure Utility
Applications
Enterprise Mobility 
Management

Samsung Secure Mobility Suite for Government

Public
Highly secure mobility solution
built with classified-grade encryption and simplified policy management
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Samsung SDS is a global software solutions and IT services 
company. Samsung SDS has been a key partner in 
executing process & IT innovation across Samsung Group, 
helping SEC to become a top global company through 
operational excellence. We provide software and solutions 
for enterprise mobility, security, analytics, and mobile sales 
and training, also enable our customers in government, 
financial services, retail and other industries to drive 
business in a hyper-connected economy by helping them 
increase productivity, safeguard assets, and make 
smarter decisions.

Value proposition

The first EMM provider with Common Criteria Validation 

Provides the strongest, accredited security  management service 

Reduces risk of data loss and security breaches   

Provides efficient app management for all devices in BYOD 
environments 

Reduces infrastructure costs 

Ensures efficient use of resources 

Improves workforce productivity 

Provides containers to keep company and personal data separate 

Major features

Device Management

Data Management

Enablement of connected 
Device for Mobile workforces 

Application Management

Related 
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