
Equip tactical teams and high-security 
employees quickly and cost-effectively 
with a Samsung Galaxy series device—
National Information Assurance (NIAP) 
Common Criteria-certified and -validated 
for use in classified environments

Safeguard sensitive data with robust 
encryption and remote device 
management provided by Samsung  
SDS Enterprise Mobility Management 
(EMM), a NIAP Common Criteria  
certified solution.

Maintain security in a completely  
offline environment. Both Samsung  
SDS EMM and Samsung Knox 
architecture operate in an offline 
environment for highly secure 
deployments.  

For added security and functionality, 
modifications to a device’s commercial 
ROM can be made through the Samsung 
Knox Customization Binary Service.

BE READY FOR YOUR NEXT MISSION  
with our Mission Bundle for Sensitive Environments

Samsung Knox hardened mobile device. Defense-grade security. Offline environment 
support. Bundled together and ready to deploy.

Solve tactical mobility and data security concerns with our simplified, turnkey Samsung 
solution. Designed to meet the needs of government agencies, Mission bundle is the 
first and only Commercial Solutions for Classified (CSfC) offering that pairs a Common 
Criteria-certified mobile device with comprehensive mobile device management, 
architecture, and installation services. 

SAMSUNG SECURE
MOBILITY SUITE FOR

GOVERNMENT

SECURE CUSTOMIZABLE SUPPORT

To learn more about Samsung Secure Mobility Suite for Government              
visit www.samsungsdsa.com or email us at bd.sdsa@samsung.com. 
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CONTACT 
To learn more about Samsung Secure Mobility Suite for Government                                                                  
visit www.samsungsdsa.com  
or email us at bd.sdsa@samsung.com. 

ABOUT SAMSUNG SDS AMERICA, INC. 
Samsung SDS America (SDSA) is the U.S. subsidiary of Samsung SDS, a $7B global software solutions and IT  
services company. SDSA helps companies optimize their productivity, make smarter business decisions, and 
improve their competitive positions in a hyper-connected economy using our enterprise software solutions  
for mobility, security and advanced analytics.

As cyber-attacks 
increase, Samsung SDS 
America stands ready to 
support your agency’s 
mission with the best 
mobile device 
management and 
strongest accredited 
security on the market.

IMPLEMENTATION SUPPORT
• Installation of Samsung Knox and Samsung SDS 

EMM in on-premise servers.

• Consultation sessions on solution architecture 
needs, including adherence with NSA Mobility  
Access Capability Package (MACP) and 
interoperability with other CSfC components.

• Device provisioning with Samsung Knox, Samsung 
SDS EMM, and government mission applications 
(if required).

TACTICAL DEVICE SUPPORT
Using our Knox customization architecture, 
easily interface your Samsung Knox Mission 
device with tactical radios, sensors, and 
beacons that use applications such as tactical 
awareness applications deployed military and 
public safety agencies.


