Security Service - Managed Firewall Service

Protect company systems from excessive/malicious traffics (session overload, worm traffic, etc.)
by gathering and analyzing firewall logs
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Log Collection & Event Detection/Alert System

Log * Encrypt logs through VPN and send to the server
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+ Collect traffic/security threat data
Event  Detect malicious traffic (worm traffic, session overload, etc.)
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